**Reflection Document**

This project is a timely one to assist the bank in complying with recent regulations in Nigeria.

In the planning phase, the project has enjoyed good support from stakeholders. However, some issues of impact to project success have come to the fore. These are:

* **Ethics**

There is a need to anonymize the project entity to protect its cyber security stance has resulted in the need to use encryption in some communication.

* **Privacy**

The Nigerian Data Protection Regulation does not consider Australia as having adequate data protection laws, hence, Personal Data cannot be transferred or stored in Australia.

Since the project may come across Personal Data in execution, for compliance, such Personal Data collected will have to be stored in a passworded folder in Nigeria.

* **Country Risk**

Arising from the international nature of this project, the following have become important:

* + Political Risk – election, civil strife etc
  + Economic Risks
  + Infrastructure – some things that have been taken as given in Australia are of big consideration here. Amongst these are:
    - Electricity
    - Internet Bandwidth
    - Skills Availability

Overall, this project offers a significant opportunity to implement learning outcomes in the real world for the benefit of an enterprise