Project: Cyber Resilience Assessment of an OFI

**Reflection Document**

(100-200 words reflecting on the project so far)

* Starting this project I thought it was going to be easy.
* Learnt there are a few things that needed to be considered such as
  + Ethics
  + Stakeholder Management
  + Privacy issues
* Also the challenges with Cybersecurity risks such as keeping valuable information out of prying eyes becomes an issue with this project, hence anonymizing the enterprise.
* Use of PGP for communicating encrypted to ECU
* Country Risk, in projects carried out internationally is an often omitted area, and the coverage so far has shown this. This includes:
  + Political Risk – election, civil strife etc
  + Economic Risks – mitigating against
  + Infrastructure – some things that have been taken as given in Australia are of big consideration here. Amongst these are:
    - Electricity
    - Internet Bandwidth
    - Skills Availability
  + Challenges encountered and how they were addressed
  + Data Security – cloud storage and legal compliance issues